CSCI/CINF/ITEC Computer Forensics

Term Project Requirements

Fall 2019

Use a small, completely wiped or new thumb drive for transferring your project to the class website. Make sure that there are no other files on the drive.

Examples of places you can store pertinent case information:

Slack space

Pictures (jpg, bmp, gif, or png) may be resized to make them smaller: e.g. resize in Paint.

Deleted files

Emails

Hidden Files

Bad sectors

 Password protected files

 Bit shifted files

 Actual files

 Other, as justified by your project… just make it clear by leaving a trail

You may also want to use steganography as a way of hiding information. Provide a variety of evidence types.

You need to hide a **minimum of 8 items**.

The project will be ready to exchange on Wednesday, **November 18th** at 1.00 p.m.

Bring to class a small, a **wiped** thumbdrive that contains 3 things:

1. Your .dd image,
2. The hash of your image,
3. The scenario

These three things need to be zipped together in a file named: **Final Project – *your team member lastnames*.zip**. Make sure that your image is no larger than 250MB.